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ABSTRACT 
This paper proposes the compact protocol for developing cyber security system in context to 
security and efficiency. The security is achieved through the category morphism over the fuzzy 
graph. The fuzzy graph coloring is studied in discrete membership function. The permutation based 
fuzzy graph-categroy morphism based matrix generates the computational chaos, which creates 
the computational complexity for the attackers, thus its application comprises with the cyber 
security systems. The chaotic complexity is performed in one way and this characteristic applies 
to set the digital security system but another way is fast by Takugi-Sugino output function, this 
provides the efficiency advantage. This compact category morphism-Takugi-Sugino output 
phenomenon constructs the secure network protocol for developing cyber security system. 
Key Words: Category, Morphism, Fuzzy Graph, Takugi-Sugino Output Function. 
 
1. Introduction: In 1965, Zadeh [1] introduced the new thought on the collection of objects 
through the membership approach. This new idea on set theory is referred as the fuzzy set. Fuzzy 
set is based on the grading or the classification of objects. Thus, the set is classified in two types 
majorly, crisp set and fuzzy set. Later this theory became very popular by its significant application 
in real world problems, viz. automatic washing machine, automatic camera, robotics, surgery, 
transport, space, industrial machinery etc. In modern research, fuzzy is associated with artificial 
intelligence, machine learning and automation which left huge impact on scientific and 
technological societies. 
Zadeh [1,4] introduced the discrete thought of fuzzy based on classification of objects through the 
membership function. This is discrete than the conventional set which is based on just a collection 
of well defined objects. This is not just a collection of objects but classification of objects through 
the membership function. Thus, Zadeh gave the new name of this set, fuzzy set. Later, it is 
generalized into fuzzy logic, fuzzy rule, fuzzy coloring etc. This becomes so popular by its 
application in real world problems. There exist several applications [2-9], e.g. information theory, 
automation, diagnosis, artificial intelligence, business and industries, medicine and surgery etc. 
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Gehrke et al. [10] studied the fuzzy set by piecewise interval decomposition approach. The 
constant membership function is generalized for obtaining the piecewise membership function. 
Greenfield et al. [15] extended the preceding result with fuzzy logic in 2016. This is an extension 
for complex valued function with discrete fuzzy rules. In 2021, Nasir et al. developed a mechanism 
for curing the disease. This mechanism is based on fuzzy relation and complex fuzzy logic rules. 
This work is inspired by Chen et al. [17] whose complex fuzzy set and its neurofuzzy architecture.   
Li [27] developed a data analysis model based on intuitionistic fuzzy sets. This was a discrete 
approach to redefine fuzzy set. Although, in 2001, De et al. [28] applied the intuitionistic fuzzy set 
for diagnosis the critical disease. The intuitionistic fuzzy set also used in [29-30] for obtaining the 
optimum solution. 
In 1976, the concept of public key cryptography appeared. Basically this was a key agreement 
protocol as the application of number theoretic hard problem. The discrete logarithm problem 
[DLP] based key exchange protocol was introduced by Diffie et al. [31]. In 1985, first real and 
practical system is developed based on the preceding key agreement protocol. This is an equivalent 
secure and efficient as RSA, elliptic curve etc [33-36]. Efficiency and security both are key 
parameters for any security system, ElGamal and RSA both are credited as the real systems but 
efficiency is not as much as expected. Thus, elliptic curve based system exists for both the 
challenges. Some examples are [37, 39-45]. There are some discrete security systems based on the 
corresponding discrete approach, i.e. XTR, Hyper elliptic, Non-Abelian etc. [45-50]. In modern 
world, there are various new ideas are appearing frequently, e.g. cryptocurrency, digital signature, 
compact artificial intelligence, transporting models, space crafts, etc. 
2. Preliminaries: In this section, fuzzy set and its application is presented. 
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